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This deliverable introduces IoT Standards Developing Organisation (SDO), Alliance and Open 

Source Software (OSS) landscapes to be used as input for the recommendations for Large 

Scale Pilots (LSPs) standard framework and gap analysis. The LSPs can play an important role 

in investigating and solving specific challenges for the IoT industry and promoting innovation 

that is related to specific activities such as 1) the applied standards framework, 2) 

deployments, 3) technological and business model validation and 4) acceptability. 

The main objective of this deliverable is to briefly present the global dynamics and landscapes 

of IoT SDO, Alliance and OSS initiatives, which can be used: 1) to leverage on existing IoT 

standardization, industry promotion and implementation of standards and protocols, 2) as input 

for LSP standards framework and gap analysis and 3) to provide a guideline for the proponents 

of future project proposals associated with future IoT related calls financed by the EC on the 

positioning of these initiatives within these landscapes. 

 

Executive Summary  
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1. Goal and motivation  

The IoT is becoming a market reality. However, in order to meet the IoT expectations such as a) 

leveraging on hyper-connectivity, b) enabling interoperability of solutions and semantically 

enriched information distributions and c) facilitating object and data reuse across application 

domains, several challenges need to be addressed. In particular, three of the challenges that are 

associated to LSPs (Large Scale Pilots) are: 1) large number of competing technology standards, 

which are projected in both horizontal and vertical directions, 2) lack of understanding of new 

business models and 3) social questions. The vertical direction implies that the standards and 

protocols are developed for the support of applications/services that are belonging to a particular 

application domain, i.e., a single vertical industry, such as home automation, smart mobility and 

wearable medical devices, etc. The horizontal direction implies that the standards and protocols 

are not targeting a specific vertical industry, but aim at providing general standard, protocols and 

solutions for as many vertical industry types as possible with the implication of developing 

limited adaptations to the applications that they need to support. 

 

The realization of the IoT evolution and remaining challenges involve the development of 

standards and protocols and as well the industry promotion and implementation of these 

standards and protocols. This depends severely on the work and activities accomplished in SDO 

(Standards Developing Organization), Alliance and OSS (Open Source Software) initiatives. It is 

therefore, important to understand the global dynamics and landscapes of IoT SDO, Alliance and 

OSS initiatives, which can be used: 1) to leverage on existing IoT standardization, industry 

promotion and implementation of standards and protocols, 2) as input for LSP standards 

framework and gap analysis and 3) to provide a guideline for the proponents of future project 

proposals associated with future IoT related calls financed by the EC on the positioning of these 

initiatives within these landscapes. 

 

Currently there are many SDO, Alliance and Open Source initiatives that are active and 

competing in the IoT technology and applications areas. This is a normal development 

considering that IoT technology is still in the early phase of deployment. In this context, the 

landscape is complex, dynamic and challenging to grasp and visualize.  

 

This report gives several ways of visualising the landscape in order to simplify and facilitate the 

usage of the information in various IoT application domains. AIOTI WG03 has chosen three 

ways for this representation. First, the IoT landscape is divided into four quadrants, where the 

horizontal axis represents the market type and the vertical axis represents the technology area 

covered by these initiatives; second the initiatives are classified based on the vertical and 

horizontal application domains and third the IoT landscape initiatives are clustered on seven 

knowledge areas (e.g. sensors/actuators/edge devices, communication/connectivity, 

integration/interoperability, applications, architecture, and security/privacy). 
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2. IoT SDO and Alliance Initiatives L andscape 

This section briefly introduces main IoT SDO and Alliance initiatives that have a worldwide 

visibility and applicability and provides the global landscapes associated with these SDO and 

Alliance initiatives. 

 

Figure 1 shows the ñIoT SDOs and Alliances Landscape (Technology and Marketing 

Dimensions)ò, where these initiatives are projected based on two projection dimensions. The 

horizontal axis represents the market type and the vertical axis represents the 

technology/solution/knowledge area that these initiatives cover and focus. It should be 

understood that the most left part of the horizontal axis represents the customer (i.e., Business to 

Customer: B2C) market, while the most right part of the same axis represents the industrial 

internet (i.e., Business to Business: B2B) market. The top part of the vertical axis represents the 

technology areas that are related to services and applications, while the bottom part of the same 

axis represents the technology areas that are related to connectivity. 

 

The projection of these initiatives on these two dimensions has been accomplished based on 

discussions among experts participating in both AIOTI WG03 and relevant initiatives as well as 

on the collected information presented in Appendix 1 (Section 5). 

 

 
 

Figure 1: IoT SDO and Alliances Landscape 

 

In addition to the SDO and Alliance landscape shown in Figure 1 a projection of these initiatives 

into vertical industry domains is shown in Figure 2. The "IoT SDOs and Alliances Landscape 

(Vertical and Horizontal Domains)" is a graphical representation aiming at highlighting the main 

activity (up to the day of generating this representation) of SDOs and Alliances with respect to 

the IoT application domains represented as "verticals" and the IoT Telecommunication 

Infrastructure domain represented as "Horizontal/Telecommunication".  
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Figure 2: IoT SDO and Alliance Initiatives Projection on Vertical and Horizontal Domains 

 

The landscapes described in Figure 1 and Figure 2 show the current level of complexity of the 

activities related to the standardization of the Internet of Things from different perspectives.  

However, it has to be noted that there is a growing awareness in the market and in the 

standardization arena with respect to the need of IoT standards convergence. Ongoing efforts in 

this perspective (e.g., recent actions to strengthen the collaboration among relevant SDOs 

involved in the horizontal/telecommunication dimension) are good premises of a simplification 

of this standards landscape in the medium term.  

In this sense, in line with the goal and motivation of this deliverable, the experts participating in 

the AIOTI WG03 expect this landscaping exercise will also contribute to the promotion of the 

IoT standards convergence within the international community. 

 

Appendix 1 (Section 5) provides the brief description of several SDO and Alliance initiatives 

shown in Figure 1 and Figure 2.  

 

There are different technology trends to support IoT. Appendix 2 (Section 6) shows some of 

these technology trends. 
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3. IoT Open Source Software Initiatives Landscape 

This section briefly introduces main IoT Open Source Software (OSS) initiatives that have a 

worldwide visibility and applicability and provides the global landscapes associated with these 

OSS initiatives. The "IoT Open Source Initiatives Landscape (Technology and Marketing 

Dimensions)" is a graphical representation that highlights the main activity (up to the day of 

generating this representation) of the open source initiatives in the area of IoT, according to the 

Business to Consumer (B2C) vs. Business to Business (B2B) (horizontal axis) and the 

Connectivity vs. Service & App (vertical axis) classifications. The dimensions of the landscape 

and the method used to project these OSS initiatives into the landscape shown in Figure 3 are the 

same ones as defined in Section 2.  

 

 
 

Figure 3: IoT OSS Initiatives  Landscape 

 

It is important to be noticed that a projection of the OSS initiatives into vertical and horizontal 

industry domains, similar to the one shown in Figure 2, is not useful since the OSS initiatives are 

mainly focusing on the horizontal domain. Appendix 1 (Section 5) provides the brief description 

of several OSS initiatives shown in Figure 3. 
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4. Mapping SDO/Alliance/OSS/ Initiatives into Knowledge Areas 

This section provides the mapping of each SDO/Alliance/OSS/Project initiative, mentioned in 

Section 2 and Section 3, into one or more of the following knowledge areas: 

 

¶ Communication and Connectivity knowledge area: 

o It covers mainly specification of communication protocol layers, including 

PHY, MAC, NWK, Transport, Application layer, and their types, e.g., 

Wireless/Radio and Wire line; it could also include management associated 

with the connectivity area. 

¶ Integration/Interoperability knowledge area: 

o It covers mainly specification of common IoT features required to provide 

integration and interoperability. 

¶ Applications knowledge area: 

o It covers the support of the applications lifecycle including development 

tools/models, deployment and management; including Analytics, application 

supporting tools and application domain specific activities. 

¶ Infrastructure knowledge area: 

o It covers aspects related to the design, deployment, and management of 

computational platforms tailored  to support IoT-based  applications, 

attending requirements such as large-scale deployments, multi-tenant WSN, 

distributed computation and storage, and resource self-adaptation, among 

others. 

o It includes topics such as software defined networks, cloud computing, 

Mobile Edge Computing (MEC), and fog computing. 

o It considers the use cases and points-of-view of actors such as infrastructure 

service providers (e.g. network operators) and application service providers 

who use these infrastructures.  

o It could also include management associated with the infrastructure level. 

¶ IoT Architecture knowledge area: 

o It covers integrated/complete IoT specification solutions, including 

architecture descriptions. 

¶ Devices and sensor technology knowledge area: 

o It covers mainly device/sensor lifecycles, including operating systems, 

platforms, configuration management, sensor/actuators virtualization etc.  

¶ Security and Privacy knowledge area: 

o It covers security and privacy topics. 

 

Figure 4 and Figure 5 show the mapping of the SDO/Alliance and OSS initiatives, respectively, 

into the knowledge areas described above. In Figure 4, the "Mapping of IoT SDOs/Alliances to 

Knowledge Areas" is a representation of the SDO and Alliance activities focusing on the 

different aspects of IoT, while in Figure 5, the "Mapping of IoT OSS initiatives to Knowledge 

Areas" is a representation of the OSS initiatives, focusing on the different aspects of IoT. This 

mapping representation focuses on the main SDO/Alliance and OSS initiatives up to the day of 

generating this representation.  
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The projection of these initiatives on these knowledge areas has been accomplished based on 

discussions among experts participating in both AIOTI WG03 and as well in the relevant 

initiatives and on the collected information presented in Appendix 1 (Section 5). 

 

 
 

Figure 4: Mapping of IoT SDO and Alliance Initiatives into Knowledge Areas;  

(*) A large number of initiatives shown in Section 2 that focus on vertical domains, can be mapped to 

the Application knowledge area 

 

 
 

Figure 5: Mapping of IoT OSS Initiatives into Knowledge Areas 
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5. Appendix 1: IoT SDOs, Alliances and OSSs 

This section provides a brief description of the SDO, Alliance and OSS initiatives shown in the 

landscapes figures included in Section 2. 

This information has been provided by the AIOTI WG03 members on a volunteering basis, 

generated by filling in the templates shown in Section 5.1. Official confirmation/verification 

coming from the relevant initiatives is expected to be realized in the future. 
 

5.1 SDO, Alliance, and OSS Initiatives Template for Information Collection 

If the SDO/Alliance/OSS is a large initiative then the template should be applied for each of the 

Working Groups/Technical Committees that are focusing on IoT associated with that 

SDO/Alliance/OSS. The large initiatives identified at this stage are ITU, IEEE, IEC, 3GPP, 

ETSI, IETF. 

If the required information is not available, please fill in ñUnable to find informationò. 

 

¶ Description: main objective and focus of the initiative.  

¶ Features: high level functionalities covered by the initiative 

¶ Readiness: (for OSS, use Table 1, for SDO/Alliances, use Table 2); for each criterion 

please select one or more options. 

¶ Interoperability level: identify the interoperability levels considered by the 

SDO/Alliance/OSS initiative, see [IERC-position], [ETSI-position] and Appendix A for 

details: 

¶ Syntactical interoperability. 

¶ Technical interoperability. 

¶ Semantic interoperability. 

¶ Organisational interoperability. 

¶ Standards: standards and protocols proposed (SDO/Alliance) or supported 

(Alliance/OSS); include details on whether an SDO/Alliance specified original 

protocols, or whether is using and integrating standards and protocols developed by 

other SDOs.  

¶ Supporting organizations (mainly for Alliances/OSS): main organizations that back 

the initiative. 

¶ Domain: position the initiative, with respect to the four quadrants, see  

¶  

¶ Figure 1 in Section 2, related to the market domain (consumer/industrial internet ï

horizontal  axis) and the technical domain (connectivity, service&applications ï 

vertical axis). 

¶ Application area:  

¶ whether the SDO/Alliance/OSS (or the WG/TC) initiative is focusing on 

integrated/complete IoT solutions, i.e. horizontal industry, or whether it is 

focusing on a particular vertical industry (e.g., Smart City), when applicable, 

see Figure 2 in Section 2. 

¶ Scope: mapping to knowledge areas of concerns in IoT.  

¶ The identified knowledge areas are (Note that an initiative can be mapped to 

more than one knowledge areas): 

¶ Communication and Connectivity knowledge area: 

o It covers mainly specification of communication protocol layers, e.g., 

PHY, MAC, NWK, Transport, Application layer, and their types, e.g., 

Wireless/Radio and Wire line; it could also include management 

associated with the connectivity area. 
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¶ Integration/Interoperability knowledge area: 

o It covers mainly specification of common IoT features required to 

provide integration and interoperability. 

¶ Applications knowledge area: 

o It covers the support of the applications lifecycle including 

development tools/models, deployment and management; including 

Analytics, application supporting tools and application domain 

specific activities. 

¶ Infrastructure knowledge area: 

o It covers aspects related to the design, deployment, and management 

of computational platforms tailored  to support IoT-based applications, 

attending requirements such as large-scale deployments, multi-tenant 

WSN, distributed computation and storage, and resource self-

adaptation, among others. 

o It includes topics such as software defined networks, cloud computing, 

Mobile Edge Computing (MEC), and fog computing. 

o It considers the use cases and points-of-view of actors such as 

infrastructure service providers (e.g. network operators) and 

application service providers who use these infrastructures.  

o It could also include management associated with the infrastructure 

level. 

¶ IoT Architecture knowledge area: 

o It covers integrated/complete IoT specification solutions, including 

architecture descriptions. 

¶ Devices and sensor technology knowledge area: 

o It covers mainly device/sensor lifecycles, including operating systems, 

platforms, configuration management, sensor/actuators virtualization 

etc.  

¶ Security and Privacy knowledge area: 

o It covers security and privacy topics. 

 

¶ IPR Policy Available: mention if there is any IPR policy available (e.g., FRAND); if 

available include a reference to the description of this IPR policy. 

 

¶ Specification Access: describe whether and how SDO/Alliance/OSS members and 

non-members can get access to already published and non-published (draft) 

specifications and/or software. 

 
 

Table 1: OSS Readiness Criteria and Options 

1. Community  

¶ Multiple individuals, no formal charter. 

¶ Mostly one single organization. 

¶ Multiple organizations. 

¶ Formal consortium. 
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2. Commitment 

¶ Mostly one committer. 

¶ Multiple volunteer committers. 

¶ Formally appointed committers from organizations. 

¶ Dedicated committers from organizations. 

3. Road map: 

¶ Sporadic releases. 

¶ Frequent but non planned releases (release when ready). 

¶ Planned releases. 

¶ Formal road map. 

4. Alignment of ongoing Standards: 

¶ Not aligned with SDO standards. 

¶ OSS output is aligned with SDO specifications. 

5. Licensing: 

¶ No license. 

¶ Type of license. 

6. Portability: 

¶ Only one target platform. 

¶ Multiple platforms are possible but no developed. 

¶ Multiple platforms are developed by project. 

¶ Platform independent. 
 

Table 2: SDO/Alliance Readiness Criteria and Options  

1. Adoption (users base): 

¶ No implementations. 

¶ Reference implementations.  

¶ Widely adopted in industry.  

 

2. Development Status:   

¶ Under development. 

¶ Approved with no planned revisions. 

¶ Approved with planned revisions.  

3. Compliance: 

¶ Not managed. 

¶ Having compliance testing process (include test suites, method, etc. ). 

¶ Formal certification process. 

4. Openness 

¶ Very restrictive membership and closed to few entities.  

¶ Restrictive membership procedure. 

¶ Open by formal membership.  

¶ Open to public. 

5. Ratification process (how the standard is being approved?) 

¶ Closed process done by members only with no consultation from external parties. 

¶ Done by members and open for consultation from external parties. 

¶ Open process for all parties interested in the ratification. 

 

More details on interoperability levels are provided below: 

¶ Technical Interoperability : is usually associated with hardware/software components, 

systems and platforms that enable machine-to-machine communication to take place. 
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This kind of interoperability is often centred on (communication) protocols and the 

infrastructure needed for those protocols to operate. 

¶ Syntactical Interoperability : is usually associated with data formats. Certainly, the 

messages transferred by communication protocols need to have a well-defined syntax and 

encoding, even if it is only in the form of bit-tables. However, many protocols carry data 

or content, and this can be represented using high-level syntaxes such as HTML, XML  or 

JSON. 

¶ Semantic Interoperability: is usually associated with the meaning of content and 

concerns the human rather than machine interpretation of the content. Thus, 

interoperability on this level means that there is a common understanding between people 

of the meaning of the content (information) being exchanged. 

¶ Organizational Interoperability , as the name implies, is the ability of organizations to 

effectively communicate and transfer (meaningful) data (information) even though they 

may be using a variety of different information systems over widely different 

infrastructures, possibly across different geographic regions and cultures. Organizational 

interoperability depends on successful technical, syntactical and semantic 

interoperability. 
 

5.2 IoT SDO/Alliance Initiatives 

This section provides a brief description of the SDO and Alliance initiatives mentioned in 

Section 2. These brief descriptions are following and are based on the SDO and Alliance 

template described in Section 5.1. 

 

The official URLs of each of these initiatives can be found via Table 3, Table 4 and Table 5. 
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Table 3: SDO/Alliance initiatives and their Official URLs: Part 1  

Initiative URL 

3GPP (3rd Generation Partnership 

Project) 

http://www.3gpp.org/ 

5GAA (5G Automotive Association) http://www.5gaa.org/ 

ACEA (European Automobile 

manufacturing Association): 

http://www.acea.be/ 

AEF (Agricultural Industry 

Electronics Foundation) 

http://www.aef-online.org/ 

AIOTI (Alliance for Internet of 

Things Innovation) 

http://www.aioti.eu/ 

Allseen Alliance https://allseenalliance.org/ 

ASHRAE https://www.ashrae.org/ 

Automation ML https://www.automationml.org/ 

AVNU http://avnu.org/ 

Bluetooth http://www.bluetooth.com/ 

Broadband Forum https://www.broadband-forum.org/ 

Calypso https://www.calypsonet-asso.org/ 

C2C-CC (Car-2-Car Communication 

Consortium) 

https://www.car-2-car.org/ 

CCC (Car Connectivity Consortium) http://carconnectivity.org/ 

CC-Link http://www.cclinkamerica.org 

CEN (European Committee for 

Standardization) 

https://www.cen.eu/ 

CENELEC (European Committee for 

Electrotechnical Standardization) 

http://www.cenelec.eu/ 

CIA (CAN IN Automation) http://www.can-cia.org/ 

CIIAII (China Integration and 

Innovation Alliance of Internet and 

Industry) 

http://www.ciiaii.org.cn/ 

CLEPA http://www.clepa.eu/working-groups/technical-regulations-tr/ 

Continua: Health Alliance http://www.continuaalliance.org/ 

DICOM (Digital Imaging and 

Communications in Medicine) 

http://dicom.nema.org/ 

easyway https://www.easyway-its.eu/ 

EEBUS https://www.eebus.org/ 

eCl@ss http://www.eclass.de/ 

ECC (Edge Computing Consortium) http://en.ecconsortium.org/ 

ERTICO - ITS Europe http://ertico.com/ 

ESMIG  http://esmig.eu/ 

ETSI (European 

Telecommunications Standards 

Institute) 

http://www.etsi.org/ 

Enocean Alliance https://www.enocean-alliance.org/ 

GlobalPlatform http://www.globalplatform.org/ 
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Table 4: SDO/Alliance initiatives and their Official URLs: Part 2  

Initiative URL 

GSMA http://www.gsma.com/ 

GS1 (Global Standards 1) http://www.gs1.org/ 

HL7 International (Health Level 7) http://www.hl7.org/ 

HYPER/CAT http://www.hypercat.io/ 

IEC (International Electrotechnical 

Commission) 

http://www.iec.ch/ 

IEEE (Institute of Electrical and 

Electronics Engineers) 

http://www.ieee.org/ 

IEEE 802 LAN/MAN Standards 

Committee 

http://www.ieee802.org/ 

IEEE P2413: http://grouper.ieee.org/groups/2413/ 

IETF (Internet Engineering Task 

Force) 

http://www.ietf.org/ 

IHE (Integrating the Healthcare 

Enterprise) 

http://www.ihe.net/ 

IIC (Industrial Internet Consortium) http://www.industrialinternetconsortium.org/ 

IPEN (Internet Privacy Engineering 

Network) 

https://secure.edps.europa.eu/EDPSWEB/edps/EDPS/IPEN 

IPSO (Internet Protocol for Smart 

Object) 

http://www.ipso-alliance.org/ 

IPv6 Forum http://www.ipv6forum.com/ 

IRTF (Internet Research Task Force) http://www.3gpp.org/ 

IO-Link http://www.io-link.com/ 

IoT Security Foundation https://www.iotsecurityfoundation.org/ 

ISA (International Society of 

Automation) 

https://www.isa.org/ 

ISO (International Organization for 

Standardization) 

http://www.iso.org/ 

ISO/IEC JTC 1 http://www.iso.org/iso/jtc1_home.html 

ITU (International 

Telecommunication Union) 

http://www.itu.int/ 

The KNX Association http://www.knx.org/ 

LoRa Alliance https://www.lora-alliance.org/ 

M2.COM http://www.m2com-standard.org/ 

MIPI Alliance http://mipi.org/ 

NB-IoT Forum http://www.gsma.com/connectedliving/narrow-band-internet-of-

things-nb-iot/ 

NFC Forum http://nfc-forum.org/ 
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Table 5: SDO/Alliance initiatives and their Official URLs: Part 3  

Initiative URL 

OASIS https://www.oasis-open.org/ 

OAA( Open Automotive Alliance) http://www.openautoalliance.net 

Open Connectivity Forum http://openconnectivity.org/ 

ODVA https://www.odva.org/ 

OGC (Open Geospatial Consortium) http://www.opengeospatial.org/ 

OMA (Open Mobile Alliance) http://openmobilealliance.org/ 

The ULE (Ultra Low Energy) 

Alliance 

http://www.ulealliance.org/ 

OMG (Object Management Group) http://www.omg.org/ 

OneM2M http://www.onem2m.org/ 

OPC (Open Platform 

Communications) Foundation 

https://opcfoundation.org/ 

The Open Group http://www.opengroup.org/ 

OSGi Alliance http://www.osgi.org/ 

PI (Profibus - Profinet) International http://www.profibus.com/ 

Platform Industrie 4.0 http://www.plattform-i40.de/ 

SAE International http://www.sae.org/ 

SGIP (Smart Grid Interoperability 

Panel) 

http://sgip.org/ 

Thread group http://threadgroup.org/ 

TMForum https://www.tmforum.org/ 

Trusted Computing Group http://www.trustedcomputinggroup.org/ 

UDG Alliance  

USEF (Universal Smart Energy 

Framework) 

https://www.usef.energy/ 

W3C (World Wide Web 

Consortium) 

http://www.w3.org/ 

Weightless http://www.weightless.org/ 

Wi-Fi Alliance http://www.wi-fi.org/ 

Wireless World Research Forum http://www.wwrf.ch/ 

The ZigBee Alliance http://www.zigbee.org/ 

XMPP  http://xmpp.org/ 

 

5.2.1 3GPP (3rd Generation Partnership Project) 

¶ Description:  

The below text is adapted /shortened from www.3gpp.org. 

The project covers cellular telecommunications network technologies, including 

radio access, the core transport network, and service capabilities including work 

on codecs, security, quality of service, providing complete system specifications. 

3GPP specifications and studies are contribution-driven, by Member companies 

(originating from its Organizational Partners), in Working Groups and at the 

Technical Specification Group level. 

The Four Technical Specification Groups (TSG) in 3GPP are: 

¶ Radio Access Networks (RAN);  

¶ Service & Systems Aspects (SA),  

http://www.3gpp.org/Specification-Groups
http://www.3gpp.org/RAN
http://www.3gpp.org/SA
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¶ Core Network & Terminals (CT);  

¶ GSM EDGE Radio Access Networks (GERAN). 

The last meeting of a cycle of Plenary meetings is TSG SA, which also has 

responsibility for the overall coordination of work and for the monitoring of its 

progress.  

The 3GPP technologies from these groups are constantly evolving through 

Generations of commercial cellular / mobile systems. Since the completion of the 

first LTE and the Evolved Packet Core specifications, 3GPP has become the focal 

point for mobile systems beyond 3G. 

Backward Compatibility 

The major focus for all 3GPP Releases is to make the system backwards and 

forwards compatible where-ever possible, to ensure that the operation of user 

equipment is un-interrupted. A good current example of this principle has been 

the priority placed in the working groups on backward compatibility between 

LTE and LTE-Advanced, so that an LTE-A terminal can work in an LTE cell and 

an LTE terminal works in the LTE-A cell. 

 

 

¶ Readiness:  

1. Adoption: 

¶ Widely adopted in industry.  

2. Development Status:  

¶ Approved with planned revisions. 

3. Compliance: 

¶ Having compliance testing process (include test suites, method, etc. ). 

¶ Formal certification process. 

4. Openness: 

¶ Open by formal membership.  

¶ Open to public. 

5. Ratification process: 

¶ Done by members and open for consultation from external parties. 

 

¶ Interoperability level:  

http://www.3gpp.org/rubrique34
http://www.3gpp.org/GERAN
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¶ Technical interoperability. 

¶ Organisational interoperability. 

 

¶ Standards:  

As referred above 3GPP covers cellular telecommunications network 

technologies, including radio access, the core transport network, and service 

capabilities, including work on codecs, security and quality of service and 

providing complete system specifications. 

3GPP specifications also provide hooks for non-radio access to the core network, 

and for interworking with Wi-Fi networks. 

In particular, 3GPP specifications are taking into account IoT needs, namely 

know through a strong focus on the CIoT (Cellular IoT) and the support of 

Vehicular communications (LTE-Vx). 

¶ Supporting organizations  

The 3rd Generation Partnership Project (3GPP) unites seven telecommunications 

standard development organizations from Europe, China, India, Japan Korea and US  

(ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC), known as ñOrganizational 

Partnersò. 

 

¶ Domain:  

¶ 3GPP provides network connectivity along the entire horizontal axis and 

mainly in vertical axis part under the horizontal axis. 

 

¶ Application area:  

¶ 3GPP is not chartered to focus on a particular vertical industry. It  provides 

standardized network layer technologies that are applicable to the various industry 

domains. 

 

¶ Scope:  

¶ Communication and Connectivity knowledge area. 

¶ Integration/Interoperability knowledge area. 

¶ Infrastructure knowledge area. 

 

¶ IPR Policy Available:  

http://www.3gpp.org/about-3gpp/legal-matters 

http://www.3gpp.org/ftp/Information/Working_Procedures/3GPP_WP.htm#Articl

e_55 

http://www.3gpp.org/ftp/Inbox/2008_web_files/3gppagre.pdf 

 

¶ Specification Access:  

¶ Specification open 3GPP web site ï free to access for all. 

5.2.2 AVNU Alliance 

¶ Description:  

¶ The AVnu Alliance is a community creating an interoperable ecosystem servicing 

the precise timing and low latency requirements of diverse applications using 

open standards through certification, see www.avnu.org. 

http://www.3gpp.org/Partners
http://www.3gpp.org/Partners
http://www.3gpp.org/about-3gpp/legal-matters
http://www.3gpp.org/ftp/Information/Working_Procedures/3GPP_WP.htm#Article_55
http://www.3gpp.org/ftp/Information/Working_Procedures/3GPP_WP.htm#Article_55
http://www.3gpp.org/ftp/Inbox/2008_web_files/3gppagre.pdf
http://www.avnu.org/
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¶ Readiness:  

1. Adoption: 

¶ Widely adopted in industry. 

2. Development Status:   

¶ Approved with planned revisions.  

3. Compliance: 

¶ Formal certification process. 

4. Openness: 

¶ Open by formal membership.  

5. Ratification process: 

¶ Done by members and open for consultation from external parties. 

 

¶ Interoperability level:  

¶ Technical interoperability. 

 

¶ Standards:  

¶ Certification procedures based on Open standards (IEEE 802.1TSN, 802.1 

series, IEEE 1588, IETF DetNeté). 

 

¶ Supporting organizations  

¶ Leader in:  

¶ Automotive. 

¶ Industrial automation. 

¶ Audio / video. 

 

¶ Domain:  

¶ Automotive. 

¶ Industrial automation. 

¶ Audio / video. 

 

¶ Application area:  

¶ Smart manufacturing 

¶ Automotive 

¶ Audi / Video 

 

¶ Scope:  

¶ Communication and Connectivity knowledge area. 

¶ Integration/Interoperability knowledge area. 

¶ Infrastructure knowledge area. 

¶ IoT Architecture knowledge area. 

¶ Devices and sensor technology knowledge area. 

¶ Security and Privacy knowledge area. 

 

¶ IPR Policy Available:  

¶ FRAND (http://avnu.org/wp-content/uploads/2014/05/AVnu-Alliance-IPR-

Policy.pdf). 
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¶ Specification Access:  

¶ Open to everyone with a fee. 

 

5.2.3 BBF (Broadband Forum): Broadband User Services (BUS) Work Area 

¶ Description:  

¶ The BBF Work Area: Broadband User Services (BUS) work area is a new area that 

has been created after the BBF restructuring that took place in 2015. Please note that 

previously, the Working Group that focused the most on IoT related specifications 

was the BroadbandHome WG, which was dismissed at the moment that the BUS 

Work Area has been created. The BroadbandHome WG provided the TR-069 that 

specifies the CPE WAN Management Protocol, intended for communication between 

a CPE and Auto-Configuration Server (ACS). 

¶ More details on this area can be found via: https://www.broadband-

forum.org/technical/technicalwip.php#WABUS. The following text has been copied 

from the provided URL: 

¶ Mission Statement:   

Á The Broadband User Services Work Area provides the broadband industry 

with technical specifications, implementation guides, reference 

implementations, test plans, and marketing white papers for the deployment, 

management, and consumption of services by the broadband end user. This 

Work Area represents the end user perspective when incorporating into the 

Broadband Forum architecture.   

¶ Business Impact:   

¶ The Broadband User Services Work Area develops specifications and 

publications to create a new kind of the Broadband experience for the end user 

and provides new means for service providers and application developers to 

monetize the broadband user's connection. This ranges from on-demand 

performance assured business and entertainment services, IoT services related 

to energy, security, environment, etc. to user control of what can become the 

data center in the home and small business managed and control with zero- 

touch diagnostics. All of which opens up large markets and profitable 

business models.    

¶ Scope:   

¶ Develop and evolve the TR-069 CPE WAN Management Protocol and a 

Universal Service Platform (USP) to cover existing use cases, machine-to-

machine/IoT use cases, and the virtualization of broadband user services, 

prioritized by their potential business value.   

¶ Develop and specify new information models to broaden the range of for 

which TR-069 and USP can be used.   

¶ Develop requirements for broadband user devices and associated software. 

¶ Develop test plans and training programs for Work Area protocols and 

requirements. 

¶ Develop marketing white papers that supplement Work Area protocols and 

requirements. 

 

¶ Readiness:  

1. Adoption: 

¶ Reference implementations.  

¶ Widely adopted in industry.  

https://www.broadband-forum.org/technical/technicalwip.php#WABUS
https://www.broadband-forum.org/technical/technicalwip.php#WABUS
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2. Development Status:   

¶ Approved with planned revisions.  

3. Compliance: 

¶ Having compliance testing process (include test suites, method, etc. ). 

¶ Formal certification process. 

4. Openness: 

¶ Open by formal membership.  

¶ Open to public. 

5. Ratification process: 

¶ Closed process done by members only with no consultation from external 

parties. 

 

¶ Interoperability level:  

¶ Syntactical interoperability. 

¶ Technical interoperability. 

 

¶ Standards:  

¶ The BBF BUS Work Area will develop and evolve the TR-069 CPE WAN 

Management Protocol (CWMP) and a Universal Service Platform (USP) to cover 

existing use cases, machine-to-machine/IoT use cases, and the virtualization of 

broadband user services, prioritized by their potential business value.   

The produced documents related to TR-069 are, listed below. These can be 

downloaded via: https://www.broadband-forum.org/technical/trlist.php: 

o TR-069: Ammendment 1: CPE WAN Management Protocol (December 

2006). 

o TR-069: Ammendment 2: CPE WAN Management Protocol v1.1 (December 

2007). 

o TR-069: Ammendment 3: CPE WAN Management Protocol (November 

2010). 

o TR-069: Ammendment 4: CPE WAN Management Protocol (July 2011). 

o TR-069: Ammendment 5: CPE WAN Management Protocol (November 

2013). 

o TR-330: TR-069 UPnP DM Proxy Management Guidelines.  

o TR-181: Device Data Model for TR-069 (February 2010).  

o TR-181 Device Data Model for TR-069 Issue 2,  (May 2010). 

o TR-181 Device Data Model for TR-069 Issue 2, Amendment 2 (February 

2011). 

o TR-181 Device Data Model for TR-069, Issue 2, Amendment 5 (May 2012). 

o TR-181 Device Data Model for TR-069 Issue 2 Amendment 6 (November 

2012). 

o TR-181 Device Data Model for TR-069  Issue 2 Amendment 7 (November 

2013). 

o TR-181 Device Data Model for TR-069  Issue 2 Amendment 8 (september 

2014. 

o TR-154: TR-069 Data Model XML User Guide (March 2012). 

o TR-142: Framework for TR-069 enabled PON devices (March 2008). 

o TR-142: Framework for TR-069 enabled PON devices Issue 2 (February 

2010). 

o TR-140: TR-069 Data Model for Storage Service Enabled Devices, 

Amendment 1 (April 2010). 














































































































































































































